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Instructions:
Answer any four questions from Part -B in detail.

B b

forder:

il

2.y A fF ar U & IR AR a2

Sr.No. 013507
WA 013507

Max, Marks:75
ftray 375

It is compulsory to answer all the questions (1.5 marks each) of Part -A in short.

Different sub-parts of a question are to be attempted adjacent to each other.
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PART -A
R IUAY
Q1 {a) Why do we need'distributed information syétems? (1.5)
mo@  gd Rafa g voeh @ sraxged i g2 (1.5)
(b)  Whatis e-cash? (1.5)
@ TR (15)
(c)  What are the key security threats in e-commerce? (1.5)
@) ST B U R O Y7 (1.5)
(d) Whatisa cryptqgraphically generated address (CGA)? (1.5)
@) Froitred oRes U (i) F8? (15)
(e)  Whatisa Rootkit? ' (1.5)
@) T HTHN (1.5)
(f) Explain the public key certificate. (1.5)
() e ol RIS Bl AR | (15)
(g)  Differentiate between utility and design patents. (1.5)
G I iR fewme 9de & de R B (15)
(h)  What are the types of works protected under copyright law in India? (1.5)
@) HRE A BIIRTEE T & ded SRI&T ST & THR 182 (15)
(i) Whatis the role of VPN in networking? (1.5)
(31%) Aeafdn ST & w Y 82 (1.5)
() What is the objective of a firewall? (1.5)
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PART -B
Y-t

Discuss the common security attacks on mobile devices.
What is the CIA Triad and Why is it important?

HIETS IUBRUT U HTH FR&M §H R i 1 |
CIA TS 1 § 3R 98 He eyl & 87

Explain about web threats for organizations.
Explain E-Governance from India's perspective,
a1 & g 39 @el & a H Fan|

HIRA & URYED | §-719-9 B Te S|

Discuss various criteria for the selection of biometrics:

I & 79 & forg Rt A waaf #v)

Explain different types and techniques of Credit Card Fraud.
Discuss cryptographic security for mobile devices.

Hige IS UrRayS! & At UPR 3R dh-id! @1 Sre 1 |
HiaTge IUHR0N & fore frpiises gren w =i H1 )

Explain the factors that make the network vulnerable.
Whatis a firewall? Discuss different types of firewalls.

I HRD! B ITRHT & Wil e & SR 1 8|
IR T &7 faft e & wraRate o) T B

(10)
(5)
(10)
(5)

(7)
(8)
(7)
8

(15)
(15)

7)
(8)
(7)
(8)

(7)
(8
(7)
(8)

Discuss different types of cybercrimes and measures that should be taken to (15)

prevent them.
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